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Introduction: 

A recent survey of governments, businesses, and individuals in the U.S., 

China, Russia, and India found that more than 88% of respondents believe that 

cyberspace threats are significant. While many respondents feel comfortable 

with online banking and shopping, more than 69% are not comfortable with 

sharing identity and personal data online. This is a valid concern—the latest 

Internet Crime Report by the Internet Crime Complaint Center shows an 

increase in cyber-crimes, as thieves seek out personal data and other valuable 

information for their advantage. 

In today’s dynamic environment, cyber security has become vital for 

individuals and families, as well as organizations (such as military, government, 

business houses, educational and financial institutions, corporations and others) 

that collect and store a wide range of confidential data on computers and 

transmit that to other computers across different networks. For families, the 

protection of children and family members from cybercrime has become 

substantially important. The internet has provided a wide array of learning 

opportunities, but there are risks too. Social networking sites have become the 

most popular medium for sharing information and connecting with other 

people. But these sites have created varied opportunities for cybercrimes, 

compromised personal identities and information leakage. Therefore, it is 

important for individuals to understand how to protect against cyber threats, 

and must also comprehend the difference between the virtual and real world. 

One should learn how to protect computers and personal information from 



being hacked and should engage in appropriate online behaviour in order to 

eliminate changes of cyber threats and thereby create a safer online 

environment. 

In order to highlight the growing threat to information security in India 

and focus on related actions, the National Resource Centre in Cyber Security and 

Data Sciences was established at Shivaji University, Kolhapur under the 

guidance of RUSA Maharashtra from the grants received from the MHRD, 

Government of India under the ‘Pandit Madan Mohan Malviya National Mission 

on Teachers and Teaching (PMMMNMTT)’ scheme. The Shivaji University 

sanctioned the Faculty Development Programme on Cyber Security to our 

college for the generation of awareness among college teachers. 37 delegates 

attended the FDP.  

Proceedings: 

Inaugural Ceremony: The FDP was attended by teachers from the different 

universities of Maharashtra state. The workshop was inaugurated at the 

auspicious hands of Prof. P. S. Patil, Dean, Faculty of Science and Technology, 

Shivaji University, Kolhapur. The Inauguration Ceremony is presided over by Dr. 

R. K. Kamat, Principal Investigator, PMMMNMTT scheme of SUK. Principal Dr. D. 

G. Kanase welcomes the guests and delegates. Dr. A. R. Supale Co-ordinator of 

the programme gave the foreword. The programme was opened with the 

inaugural keynote address by Prof. P. S. Patil. He discussed the role of Shivaji 

University in the higher education field.  

 



 

Dr. R. K. Kamat in his speech delivered the objectives of the programme and 

shared the outline of activities. He also shared his experiences. Dr. Mrs. P. M. 

Patil offered a vote of thanks. 

 

 

The day-wise outcome of the programme is as under; 

Day Speaker Contents covered 
1 Mr. Aniket Badami Introduction, need for cyber security, what 

is meant by cybercrime, modes of crimes 
with examples, phishing emails 
identification of thefts 
Practical Session- Vera Crypt. 

2 Mr. Arpit Doshi Theory Session: Network Security 
3 Mr. Nikhil Gokhale Practical Session: Network Security 
4 Ms. Seema Dixit Windows- Introduction, IP address, virtual 

machines, how to create and use  
Cloud computing-Introduction and 
applications 
Practical Session:-Windows-How to create a 
user ID and encrypt files for security 

5 Mr. Nikhil Gokhale Theory and Practical Demonstration: 
Hacking- Meaning, types of hackers, motive, 
phishing, fake mail, how to secure PCs and 
smartphones, prevention of cyberbullying, 
sharing on social media 

6 Mr. Aniket Badami Theory and Practical Demonstration: 
Encryption and decryption 

7 Dr. Ms. K. S. Oza 
And Mr. Kabir 
Kharade 

Test (On Kahoot) and declaration of Result  



 

 

  

  

  

  

  

 

 

 



 

Valedictory Ceremony: 

The FDP was closed in the presence of Dr. Mrs. K. S. Oza, Co-Investigator, 

PMMMNMTT scheme, SUK. Dr. A. R. Supale presented a review of the 

programme. The function was chaired by Prin. Dr. D. G. Kanase. The participants 

gave their feedback. The certificates were distributed. Dr. Mrs. P. M. Patil 

concluded the programme by offering a vote of thanks.  

 

 

 

 



 

 

This programme has served its stated function. Numerous compliments 

and feedback from the participants indicate the success of the programme.  

 

 

 

 



 














